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Once a new tenant has been provisioned in the end client's account, you will find the GDAP URL in the GDAP Invitation
field, which will also contain relevant information about the status of GDAP. 

1. Customer creation 

Before the GDAP link is approved

After the GDAP link is approved

The message that will be displayed is as follows: 

 

The message that will be displayed is as follows:

Once the client has approved the GDAP URL, the status in ICP will change. It may take around 15 minutes from the time the client
approves the GDAP invitation until the status is updated in ICP.

“GDAP permissions for Cloud Marketplace base functionality have

been granted. Current approval status is: 

Relationship Expires: 2025-01-09 07:22:31” 

“To grant GDAP permissions for Cloud Marketplace base functionality approve this link with the 

tenant Admin user. We suggest to copy the approval link into an incognito window before making the

acceptance. 

Current approval status is: Pending approval by Endcustomer.” 

Approved by endcustomer. 



3. Changes in the Azure Plan creation

2. Existing CSP client transitioning from another CSP provider.

The relationship link displayed in the "Existing Office 365 customer invitation URL" field will only grant the business
relationship and, therefore, the ability to transact with the CSP provider. 

The link in the "GDAP invitation" field will only grant administrator permissions.

During the creation of the Azure plan, one of the steps performed by the CSP provider is related to granting
permissions to the newly created Azure plan subscriptions.

To grant these permissions, the CSP provider needs to have access to the users in the client's tenant. In case the
client has removed permissions to list users, the following message will be displayed to ensure that the
necessary access is granted to the CSP provider. The message will include the GDAP URL as part of it.

When the migration to GDAP is complete, existing clients will need to accept the business relationship with the CSP
provider. Additionally, clients can accept the GDAP invitation to grant permissions to the CSP provider. The user
interface experience will be as follows: 



5. Changes in the License Analytics tab1.

4. Changes for creating new Azure subscriptions within Azure Plan. 

If the client is trying to view License Analytics within the tenant product and does not have permissions to load
the report, they will receive a message like the following:

During the creation of an additional Azure subscription, one of the steps performed by the CSP provider is related to
granting permissions to the newly created Azure subscription within the Azure Plan.
To grant these permissions, the CSP provider needs to be able to list the client's users. In case the client has
removed permissions to list users, the following message will be displayed to ensure that the necessary access is
granted to the CSP provider. Part of the message will include the GDAP URL.


